
BUILD YOUR BRAND AS A 
DEVOPS ENGINEER USING 
PRIVACY-RESPECTING 
SERVICES AND APPROACHES



./$WHOAMI

• CypherPunk : I advocate for FOSS, 
decentralization, privacy and encryption as 
trigger to change the society.

• I am an artist: I play in "System Err 2052"

• I work as a PM at Tricentis in Prague
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What are the 
tools/sites you 
usually use 
when building 
your presence 
online?

Do you have 
a personal 
space online

WHO ARE YOU?
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KEY TERMS

- Zero Trust
- Free/Libre and Open Source Software



WHAT WE ARE HERE TODAY

Working as a professional in the rapidly changing world means 
focusing on your day-to-day tasks and sharing your knowledge 
with others.

 

As a community, we are responsible for showing everyone the way 
and helping them build their online presence using tools and 
approaches that respect the values behind our movement.
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WHAT IS "A BRAND"

• Personal brand

• From Human POV

• From AI POV

• Authentic

• The process of defining and promoting what you 
stand for as an individual

• How someone perceives you as an individual or 
professional. A very limited view.

• What the model learns about you from all the 
information you published

• You are unique.
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WHY TO HAVE "A BRAND"

• Credibility

• Uniqueness

• Impression

• Connection

• Improved credibility as you showcase your skills 
and highlight your knowledge.

• Differentiation as you explain what sets you 
apart from other people in your space and 
demonstrate your specialties.

• A lasting impression – the more you show off 
your personal brand, the more you’ll give 
people a way to remember you.

• Connection to your target audience as they 
begin to understand who you are and what you 
stand for.

•
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WHAT AI 
KNOWS 
ABOUT AN 
ENGINEER





WHAT AI 
KNOWS ABOUT 
THE TOOLS



WHAT IS THE PROBLEM WITH THE CURRENT 
TOOLS

• Too much tracking

• Centralization

• Shady Algorithms

• Ads, Ads, Ads

• Reputation 
"damage"

• Cookies, Device fingerprints, super cookies, metrics, 
…

• You depend on someone else to provide you a 
service. What about it stops working?

• Even if you have a good intention, maybe the 
platform has something else in mind.

• The platforms serve to many ads with your content.

• Your high-quality content is mixed with random SEO 
posts

11



12

Example 1:

One of the most 
read articles at 
HN written by 
me.

HN serves tons 
of Ads and uses 
tons of trackers!
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Example 
2: 

Mixing of 
useful 
content 
with SEO 
content



SO WHAT'S THE ALTERNATIVE?

• Are there any tools 
that do the job AND 
respect the privacy 
and your own 
values?
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INTERNET SIMULATION

● Central Server
● Bad Algorithms
● Outage
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DECENTRALIZED APPS

• Decentralized web

• Fediverse

• Architecture

-  The decentralized web is a network of independent 
computers that provide secure, censorship-resistant 
access to information and services without relying on 
central servers or clouds, using decentralized 
computing. 

- A collection of social networking services that can 
communicate with each other (formally known as 
federation) using a common protocol. Users of 
different websites can send and receive status 
updates, multimedia files and other data across the 
network.

- While a traditional social networking service will host all 
its content on servers managed by the owner of the 
website, the decentralized servers that make up the 
Fediverse allow any individual or organization to host 
their own servers

-

-
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WHAT IS THE PROBLEM WITH THE CURRENT 
TOOLS

• Too much tracking

• Centralization

•

• Shady Algorithms

• Evil association

• Cookies, Device fingerprints, super cookies, metrics, 
…

• You depend on someone else to provide y a service. 
What about it stops working?

• Even if you have a good intention, maybe the 
platform has something else in mind.

•

• Some people might stop trust you if you use a 
certain platform.

•
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WHAT IS THE PROBLEM WITH THE CURRENT 
TOOLS

• Too much tracking
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PEERTUBE19



WRITEFREE
LY

20



21

LEMMY
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SELF-HOSTING

• Hosting

• Data

• Tracking

-  Host it at home or at a provider you trust.

- You decide what data to collect and how to store 
it.

- Remove all the tracking or anonymize it if you 
want.
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WHAT IS THE PROBLEM WITH THE CURRENT 

TOOLS?

• Too much tracking ✅

• Centralization✅

• Shady Algorithms ✅

• Ads, Ads, Ads ✅

• Reputation 
"damage" ✅

- Use privacy-respecting services and tools.

- Fediverse 

- Privacy-respecting services.

- Choose advertisements relevant to your audience.

- You can control the content. 
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Bogomil Shopov - Бого
@bogo@hapyyr.com - 
Fediverse

mailto:@bogo@hapyyr.com
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